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Overview

When assessing risk within the Risk Management applications, users must complete the
following stages for the assessment: create, launch, and scope. Once an assessment has been
launched, Risk Team user group members must scope it to define its required risk categories,
sub-categories, risks, or controls.

If an admin has enabled the option to reuse data from other assessments and you have
permission to view those objects, users must review those before the assessment is launched.
See the Review Objects section below for more information.

User Account Requirements

The user account you use to log into Resolver must have Administrator permission or be part of
the Risk Team user group.

Related Setup/Information

For more information on why assessments are scoped and launched, see the Scope & Launch
Overview article.

To learn more about the user interface of the scoping tool, see the Scope & Launch User
Interface article.

Please refer to the Rely on Previous Assessment Data article for more information on linking
previous assessments to a new assessment.

Please refer to the Link to Existing (Rely On) Assessment Data article for more information on
reusing data from other assessments.

Please refer to the Reviewing Assessment Objects article for more information on reviewing
assessment objects before launching an assessment.

Navigation

1. From the Home screen, click the Home dropdown menu.


http://help.resolver.com/help/scope-launch-an-assessment
http://help.resolver.com/help/scope-launch-user-interface
https://help.resolver.com/help/rely-on-previous-assessment-data
https://help.resolver.com/help/link-to-existing-rely-on-assessment-data
https://help.resolver.com/help/reviewing-assessment-objects
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Home v My Tasks

Home Dropdown Menu

2. Select Risk Management from the dropdown menu.

Home ~

Home

Portal

Compliance Management
Internal Audit Management
Internal Controls Management

Vendor Risk Management

Business Continuity Planning
IT Risk Management

IT Compliance Management &

@ Q search

My Tasks
—

ooo @ 3@ &

Risk Management

3. From the Identify Risk screen, click the Launch Risk Assessment tab.

Risk Management ~

Identify Risks

objectives

Risk and Control Matrix

@ Q search

| Launch Risk Assessment l

Identify Risks Assess & Treat

Review risk in a risk and control matrix

Manage your internal risk library including adding and updating risks across the organization. Input new risks and categorize by process, risk category or

RR-1 Corporate Risk and Control Matrix

Sorted by Unique ID (Ascending)

Review & Monitor Controls

000 @@gi

+ CREATE RISK

Active

Launch Risk Assessment Tab

4. From the Launch Risk Assessment screen, click the + Launch Risk Assessment

button.
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@ Q Search haiaid @ @ g

Risk Management v Identify Risks Launch Risk Assessment Assess & Treat Review & Monitor Controls

Launch Risk Assessment 4 LAUNCH RISK ASSESSMENT |

| + LAUNCH PROCESS RISK ASSESSMENT | | MORE w |

Launch risk assessment by identifying relevant risks for each business unit and assign risk owners for analysis.
Sorted by Unique 1D (Ascending)

Risks Requiring Assignment

The following risks have not been assigned a risk owner and are waiting to be sent for a risk assessment.

+ Launch Risk Assessment Button

Launching an Assessment

1. From the Create a New Risk Assessment screen, enter a name for the Risk Assessment
in the Risk Assessment Name field. The Risk Assessment name identifies the Risk

Assessment throughout the system.

@ Q Search haad @ @ 8:

Risk Management v Identify Risks Launch Risk Assessment Assess & Treat Review & Monitor

Create a New Risk Assessment RASOOD) °°°

Risk Assessment Details

Risk Assessment Name

Workplace

Description

Please select the same Business Unit in both fields for reporting purposes and to tag risks and centrols
within this assessment for reference across all applications.

Business Unit Business Unit

m -

Risk Assessment Name Field

2. Enter a brief description outlining the Risk Assessment in the Description field. The

Description field allows you to enter additional information about the Risk Assessment.
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@ Q search

Risk Management ~ Identify Risks Launch Risk Assessment Assess & Treat

Create a New Risk Assessment

Risk Assessment Details

Risk Assessment Name

Workplace

000

Review & Monitor

Description

This Assessment ensures that a workplace is free from health and safety threats.

Please select the same Business Unit in both fields for reporting purposes and to tag risks and controls

within this assessment for reference across all applications.

Business Unit Business Unit

RA-XXX

Description Field

3. Enter a business unit name in the first Business Unit field and select a business unit from

the dropdown menu. The first Business Unit field is the Dimension field and tags data.

Selecting the Dimension will tag the data with the appropriate business unit to help identify

similar objects.

4. Enter the business unit used in the first Business Unit field in the second Business Unit

field and select a business unit from the dropdown menu. The second Business Unit field is

for reporting and establishes a link between the business unit and assessment.
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@ Q search 000 @ @ g

Risk Management g Identify Risks Launch Risk Assessment Assess & Treat Review & Monitor

Risk Assessment Details

Risk Assessment Name

Workplace

Description

This Assessment ensures that a workplace is free from health and safety threats.

N

Please select the same Business Unit in both fields for reporting purposes and to tag risks and controls
within this assessment for reference across all applications.

Business Unit @ Business Unit @

Business Unit 1 BU-3 Business Unit 1 x

CREATE

CANCEL

Business Unit Fields

5. Click the Create button to create the assessment.

@ Q search o0 @ @ g

Risk Management v Identify Risks Launch Risk Assessment Assess & Treat Review & Monitor

Risk Assessment Details

Risk Assessment Name

Workplace

Description

This Assessment ensures that a workplace is free from health and safety threats.

Please select the same Business Unit in both fields for reporting purposes and to tag risks and controls
within this assessment for reference across all applications

Business Unit © Business Unit @

Business Unit1 = BU-3 Business Unit 1 x

CANCEL

Create Button

Scoping an Assessment

1. From the Risk Assessment Details tab, click the Define Scope of RSCA button to add
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risks and controls to the assessment.

@ Q search oc0 @ @ g

Risk Management v Identify Risks Launch Risk Assessment Assess & Treat Review & Monitor

Wo rkplace RA-4 DEFINE SCOPE OF ASSESSMENT ~  °°°

Details Relationship Graph History Communications

Risk Assessment Details

Select the "define scope of RCSA" button to determine what risks and

controls are to be included in this assessment
#= DEFINE SCOPE OF
RCSA

Define Scope of RSCA Button

2. The Risk Assessment screen will appear.

@ Q, Search 000 @ @ g

Applications ~

Workplace # EDIT ASSESSMENT DETAILS

Add a Risk Category to your assessment from the list below. If it's necessary. you can add multiple Risk Categories to focus on.
You'll be able to perform more granular scoping before you confirm the scope of your assessment

Filters rcs Financial ACTIVE
By Name + ADD
Rc-4  Information Technology ACTIVE
+ ADD
By Assessment Type

ASSESSMENTS

By Dimension

re-3 Legal / Compliance GEIE
+ ADD

By Description

There are currently O objects added and ready for review a
-

Risk Assessment Screen

3. (Optional) Use the Filter fields to narrow the search results by entering the corresponding
keyword in the Filter field (e.qg., Library in the By Assessment Type field) and selecting a

filter from the dropdown list.
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Applications ~
Filters Re-s  Financial ACTIVE
By Name L2 0D
rRc-4  Information Technology ACTIVE
+ ADD
By Assessment Type
ASSESSMENTS v
-
Library
Vendor Assessment .
Rc-3  Legal / Compliance LETIVE
Objective Risk Assessment + ADD
Location Audit
Location-Specific Framework rRc-2  Operational ACTIVE
+ ADD
IT Risk Assessment
Security Framework Audit ASSESSMENTS
Compliance Assessment
-
Rc-1 Strategic SUEINE
+ ADD

There are currently O objects added and ready for review a

Filter Fields

4. Click the Delete (x) icon next to a filter on a Filter field to remove a filter.

]
@ Q search. 000 @ @ Q
Applications v
s re-s  Financial ACTIVE
By Name + ADD
R4 Information Technology ACTIVE
+ ADD
By Assessment Type
Library D
Rc3  Legal/ Compliance ACTIVE
By Dimension e
rc-2 Operational ACTIVE
By Description + ADD
By Unique ID RC-1  Strategic ACTIVE
+ ADD
By State
Page 1 of 1 (1 to 5 of 5 items)

There are currently 0 objects added and ready for review a

Delete Icon

5. Click the +Add link on risk categories, processes, or objectives to create the assessment
focus. Users can select multiple risk categories, processes, or objectives to add to the

assessment.
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Applications ~

Workplace # EDIT ASSESSMENT DETAILS

Add a Risk Category to your assessment from the list below. If it's necessary, you can add multiple Risk Categories to focus on.
You'll be able to perform more granular scoping before you confirm the scope of your assessment.

Filters res Financial ACTIVE
By Name
R4 Information Technology ACTIVE
+ ADD
By Assessment Type

ASSESSMENTS ~

By Dimension

rRc-3  Legal / Compliance GCTIVE
+ ADD

By Description

There are currently O objects added and ready for review a
-

+ Add Link

6. An Assessment dropdown menu link will appear under an object if the object has previous

assessments.
@ Q search 900 @ @ 2
Applications v
Workplace # EDIT ASSESSMENT DETAILS

Add a Risk Category to your assessment from the list below. If it's necessary, you can add multiple Risk Categories to focus on
You'll be able to perform more granular scoping before you confirm the scope of your assessment

Filters rcs  Financial ACTIVE
By Name + ADD
rc-4 Information Technology ACTIVE
+ ADD
By Assessment Type

ASSESSMENTS v

By Dimension

. rc3  Legal / Compliance GETE
+ ADD
By Description
rRc-z  Operational ACTIVE
+ ADD

By Unique ID

There are currently 0 objects added and ready for review a

Assessment Dropdown Link
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7. Click the Assessment dropdown menu to view the object's previous assessments.

@ Q search. 99 @ @ g

Applications v

Workplace # EDIT ASSESSMENT DETAILS

Add a Risk Category to your assessment from the list below. If it's necessary, you can add multiple Risk Categories to focus on
You'll be able to perform more granular scoping before you confirm the scope of your assessment

Fiiters rRcs  Financial ACTIVE
By Name + ADD
R4 Information Technology ACTIVE
+ ADD

By Assessment Type

ASSESSMENTS  ~

By Dimension Risk Assessment 20... ( BUSINESS UNIT 1 riskassessveny * AP
Test 2 BUSINESS UNIT 1 22 G
Test1 BUSINESS UNIT 1 MONITORING A CU

There are currently 0 objects added and ready for review a

Assessment Dropdown Menu

8. Click on the + Add link next to an assessment to add a previously assessed object to the

new assessment.

@ Q search 900 @ @ g

Applications ~

Workplace # EDIT ASSESSMENT DETAILS

Add a Risk Category to your assessment from the list below. If it's necessary, you can add multiple Risk Categories to focus on.
You'll be able to perform more granular scoping before you confirm the scope of your assessment.

Filters re-s  Financial ACTIVE
By Name 22 G0

Rc-4  Information Technology [AEE
+ ADD

By Assessment Type
ASSESSMENTS  ~

By Dimension Risk Assessment 20... ( BUSINESS UNIT 1 Risk Assessme..  LF_ADD
Test 2 BUSINESS UNIT 1 e
Test 1 BUSINESS UNIT 1 monmoriNG T AP0

There are currently 0 objects added and ready for review a
-

+ Add Link

9. As you add risk categories, processes, or objectives, the banner at the bottom of the screen

will track the number of objects added to the assessment for review.
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@ Q Search 000 @ @ g
Applications ~
Filters res  Financial ACTIVE
By Name + ADD
R4 Information Technology ACTIVE
= REMOVE
By Assessment Type

ASSESSMENTS ~

By Dimension

re-3  Legal / Compliance GEILE
+ ADD
By Description
rc-2 Operational ACTIVE
= REMOVE

By Unique ID

ASSESSMENTS

There are currently 37 objects added and ready for review a

Banner

10. Click the Banner Arrow to open the Assessment Scope screen.

@ Q Ssearch... ooo @ @ g
Applications v
There are currently 37 objects added and ready for review w
-
Filters @
Review your scope ©-| & Information Technology CONFIRM SCOPE
j—‘ = Data Security u
Take a look at cope of your j) e Operational
n xpanding the tree o
xpal " ‘TJ = - ® = Fiduciary Duty u
® = Fraud u
f‘ = Member Satisfaction u
_F‘ = Operations u
(#)— = People/HR
f‘ = Project u
';U = Talent v
Assessment details: .
Risk Assessment Workplace
v

Assessment Scope Screen

11. (Optional) Click the Expand icon in the Filters section and select an Object Type from
the Select Object Type to Filter Tree With dropdown menu to show the available plain
text, select list, and property filters for that object type. The Navigation Tree will be filtered
using the object type selected from the Select Object Type to Filter Tree With dropdown

menu.



Resolver.

A KROLL BUSIMNESS

@ Q search 900 @ @ g

Applications ~
There are currently 37 objects added and ready for review
-
Filters e

Select object type to filter tree with
Risk Calegur\/‘
Control
Risk
Risk Category

Risk Sub Category

Review your scope j Re Information Technology

(#) = Data Security
(= ® Operational n
‘ED‘ = Fiduciary Duty
#— = Fraud u
= v

Select Object Type to Filter Tree with Dropdown Menu

12. (Optional) Use the Filter fields to narrow the search results by entering the corresponding
keyword in the Filter field (e.qg., Creation in the By State field) and selecting a filter from
the dropdown list.

@ Q search 600 @ @ g

Applications v

There are currently 37 objects added and ready for review w

Select object type to filter tree with

Risk Category ~
By Name By Description By Unique ID
By State
Location Filters v
@ Creation A
) =) # Information Technology CONFIRM SCOPE
Active T
(#)— == Data Security
Archived —
® Archive: = & Operational
@ Risk Assessment - Risk Category Workflow - (| ® Fiduciary Duty u
Creation ‘.i.. # Fraud
Risk Assessment - Risk Category Workflow - (#)— = Member Satisfaction
In Scope for Risk Assessment &) = Operations
############### M (#)—| = People / HR oo
Filter Fields

13. Review the assessment's scope by clicking the Expand icons on the Navigation Tree
Nodes to review the object's relationships and references. Data Definitions determine the

objects that appear on the Navigation Tree.
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@ Q search 000 @ @ g
Applications ~
There are currently 37 objects added and ready for review w
|
-
Filters a
Review your scope (5 & Information Technology
= Data Security
of your (=) & Operational u
nding the tree T
“'J ! i (+) = Fiduciary Duty
n SSEess.
#)— = Fraud
C{r; = Member Satisfaction
(#)— = Operations
®— = People/HR
C{r,\ = Project
#)— = Talent v
Assessment details: - .
Risk Assessment Workplace
- |

Expand Icon

14. By default, all objects and their relationships and references are automatically selected,
including them in the assessment scope. Deselect the checkbox next to an object to

remove it from the assessment's scope.

@ ( Q search. g0 8O QL

Applications v
There are currently 11 objects added and ready for review w
Filters @

Review your scope (2)-|_# Information Technology v ] CONFIRM SCOPE

(#)— = Data Security
Take a look at the of yo (= & Operational D
‘ ’_r ceain " i '_‘ 7‘ ) e To jr,‘ = Fiduciary Duty
v the : . & = Fraud
(#)— = Member Satisfaction

(#) = Operations

(#)—| = People/HR

selected

(#)— = Project

(#)— = Talent
Assessment details:

Risk Assessment Workplace

Object Checkbox

15. Deselecting an object in an upper node will automatically deselect the objects in the sub-

nodes below it.
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Applications v
There are currently 34 objects added and ready for review w
Filters @
Review your scope (= = Information Technology
‘-f,' = Data Security
j ¢ Operational =
‘f) = Fiduciary Duty
=) @ Fiduciary Risk
@ Fiduciary controls
u have exactly the data yoi 0 & & Fraud
as: elected (#)—| = Member Satisfaction v ]
(#)— = Operations
Assessment details: ® | @ People/HR
Risk Assessment Workplace
(#)— = Project
®| ® Talent
v v
Deselected Sub-Nodes
16. Click an Object Name.
e
@ Q, search o) @ @ g
Applications v
There are currently 37 objects added and ready for review w
Filters @
Review your scope ‘f,‘ % Information Technology
_{r,l = Data Security
‘f,‘ % Operational
‘.—;,' = Fiduciary Duty
O @ Fiduci
CIEUE @ Fiduciary controls
elect specific it
u have exactly the data yor & icTe u
as! electec (#)— = Member Satisfaction
(O] = Operations
Assessment details: @ @ People / HR u
Risk Assessment Workplace
(#)— = Project
& @ Talent

Object Name

16. Depending on the Object (e.q., relationship, references, risk, or control) selected, a pop-up
listing more detailed object information will appear. Users may be able to edit the object's

content form, depending on their role's workflow permissions.
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@ (Q search coa (G ORNe
Applications v
There are currently 37 objects added dy for review w
Filters

Review your scope

Fiduciary Risk o JEEp

Amet nulla facilisi morbi tempus iaculis. Vitae et leo duis ut diam quam nulla porttitor
massa.

Take a look at the scope of your
assessment by expanding the tree and
seeing if you want to assess. To

narrow the scope of your assessment
expand the nodes on the tree and then
select or de-select specific items until Details Trending & Analysis Manage Assessments History Ce »

you have exactly the data you want to

assess selected
Risk Name
Assessment details:

Risk Assessment Workplace Fiduciary Risk

Description

Amet nulla facilisi morbi tempus iaculis. Vitae et leo duis ut diam quam nulla porttitor
massa

Pop-up

17. After you have reviewed the assessment scope, click the Confirm Scope button.

e
@ Q, search o) @ @ g
Applications v
There are currently 37 objects added and ready for review w
Filters @
Review your scope ®¢ Information Technology
(#)| = Data Security
Take a look at the scope of your "e Operational
assessment by expanding the tree and - N
P ° ° = Fiduciary Duty .
seeing if you want to as: To
narrow the sco f your assessment, @ Fiduciary Risk u
expand the nodes on the tree and then @ Fiduciary controls
select or de-select specific items until
you have exactly the data you want to icTe
assess selected = Member Satisfaction
= Operations
Assessment details: @ People / HR
Risk Assessment Workplace
= Project
= Talent

Confirm Scope Button

18. The Confirm Scope pop-up will appear, indicating the number of objects in the

assessment and if the option to link to existing assessments exists.
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Applications

Filters

Review your scope

exactly the data yol
ected

Assessment details:
Risk Assessment Workplace

@ Q, search

v

(=) & Information Technology

()| = Data Security
O = Operational
()| = Fiduciary Duty

© | @ Fiduciary Risk

@ Fiduciary controls

‘ED' = Fraud

& = Member Satisfaction
‘ED' = Operations

& = People /HR

"’t/' = Project

® « Talent

There are currently 37 objects added and ready for review

- ]

Confirm scope

@
CONFIRM SCOPE
x

You are about to scope 37 objects into your
assessment; you have the option to link to the
existing assessments of some of these objects.
For those objects, please click 'Review Objects’ to
specify the assessment data to link to.

% CANCEL CONFIRM SCOPE

aaQd

Confirm Scope Pop-up

19. Click the Confirm Scope button to confirm the assessment's scope and launch the

@ Q, search oo @ @ g
Applications v
There are currently 37 objects added and ready for review w
Filters @
Review your scope (=) ® Information Technology CONFIRM SCOPE
‘im' = Data Security m
Take a look at the sco) (®— # Operational Confirm scope ®
sment by exp: A e -
=) Fiduciary Duty You are about to scope 37 objects into your
=) | @ Fiduciary Risk assessment; you have the option to link to the
N existing assessments of some of these objects.
@ Fiduciary controls . . . I
select specifi For those objects, please click 'Review Objects’ to
1 have exactly the data yo (&) & Fraud specify the assessment data to link to
ass ectec "'-f,' = Member Satisfaction
o
(#)| = Operations
Assessment details: ®-| @ People /HR (v}
Risk Assessment Workplace
(#)— = Project u
(®— @ Talent [v]

Confirm Scope Button

20. If you created the assessment and accessed it from a view, the form selected for that view
will be displayed after clicking the Confirm Scope button. Otherwise, the form used to
create the assessment initially will be displayed.

21. If an Administrator enabled the Link to Existing feature on the Configuration tab on the

Admin: Editing Assessment screen, and you have the appropriate user permissions.

Clicking the Confirm Scope button will open the Review Objects screen, allowing the
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user to review the data before the assessment is launched.

O*; Related Information/Setup:
=" Please refer to the Activating the Link to Existing Feature article for more information
on reusing data from other assessments.

@ Q search alaid @ @ .g.

Applications v

Review Objects

Please determine whether you want to create a new version or link to the results of existing assessments.
Note: Create New Version is selected by default

Filters Global Assessment Selection
By Name Note: Selecting an option here will apply that assessment’s results to all listed objects
ASSESSMENTS v
By Unique ID
Control
&P Mandatory AML/ATF training @  Create New Version
ASSESSMENTS v
@D Fraul alert/card blocking capture of suspicious @  Create New Version
transactions
BACK TO SCOPING

Review Options Screen


https://help.resolver.com/help/link-to-existing-rely-on-assessment-data

